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Supplier Risk Statement        
      
Clarios relies on the strength of our supplier partners to share emergent, potential, and realized 
risks to develop collaborative mitigation plans to avoid production disruption, cost increases, 
security threats, or quality spills. 
 
We expect cooperation and transparency as we assess the risk landscape together, identify 
threats and diminish the potential impact in areas including: 
 

• Compliance 
• Cybersecurity 

• Financial 
• Geopolitical 

• Logistics 
• Manufacturing 

• Environmental 
• Quality 

• Supply Assurance 
 
As suppliers identify and manage emergent or real threats that may impact their business, 
leading to a potential or known disruption of any service, support, or product to Clarios, the 
Clarios teams should be notified immediately.   
Cybersecurity issues should be called into the Clarios buyer or relationship owner followed by 
an email. 
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